
LogPoint. A European SIEM Pioneer. 

LogPoint is a Scandinavian company 

specializing in SIEM. The company 

headquarter is located in Copenhagen, 

Denmark, and we have sales- and 

support offices in Sweden, Germany, 
United Kingdom and France. 

Wait. SIEM? What is That?

SIEM is short for Security Information 
and Event Management. A SIEM 

solution collects logs from all the 
devices in a business’ infrastructure 

– from applications to servers to 
switches, routers and mobile devices 

– and translates these logs into a 

common language enabling correlation 
and analysis of key events. 

What is LogPoint Used For? 

The scalability of the LogPoint 

solution means that it can be 
tailored to different needs. 

The common denominator for our 

customers for selecting LogPoint is 
the solution’s ability to assist in:
• Protecting business assets
• Reducing security risks 

• Sharpening insight

• Lowering costs

• Delivering business value

• Optimizing compliance 
• Improving operations
• Enabling proactivity

How Can LogPoint  

Benefit My Enterprise?
With LogPoint’s SIEM solution, you 
can capture incidents on your systems 

– standard as well as proprietary - 

before they become a threat to your 

business foundation. Among other 
things, the solution enables you to:
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• Obtain a real-time overview of 
network data – avoiding service 

degradation and allowing new insights
• Detect undesirable network 

behavior and investigate incidents 
through data enrichment

• Easily adhere to compliance 

requirements (ISO2700x, GDPR, 
SOX, HIPAA, PCI, GPG13 etc.)

The built-in intelligent log analysis 

engine automatically detects and 
notifies of all critical incidents on 
your systems. The events monitored 

can be very diverse and can include: 
an ongoing attack, a compromised 
system, a system breakdown, user 

authentication issues and much more.

Overall, the solution allows you to 
optimize your organization’s potential 
and protect valuable assets.

How User-Friendly is LogPoint?
Filtered and carefully correlated real-

time results are displayed in out-of-
the-box dashboards that are easy to 

manage and can be configured based 
on the specific roles and responsibilities 
of each user. Further, LogPoint includes 

a wide range of reporting templates 
allowing you to easily demonstrate 

e.g. compliance. You are of course also 

able to create reports from scratch 

using the intuitive Report Wizard.

Who uses SIEM?

We have customers that range from 

small enterprises with more limited 

budgets and operational capabilities, 
to large, complex multinational 
organisations. Our current customers 
are represented in wide variety of 

industries such as telecommunications, 
finance, energy, defense, government, 
healthcare and many more.  

EAL3+  

Certified Solution
LogPoint is the only 

European EAL3+ 

certified SIEM solution. 
This certification testifies 
that the LogPoint 

software is secure on 
one of the highest 

levels possible. This 
means LogPoint can 

be utilized worldwide 
by NATO organizations, 
law enforcement, 
military and critical 
infrastructure providers.

If you are interested in a 

solution for your specific 
needs, feel free to contact 
us for more information. 

We will surely be able to assist.

EMAIL US NOW
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